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Abstract: This contribution is related to Key Issues #7 Sol 61: Update; it solves two ENs, adds a new procedure for clarifying the usages of the TOPN parameter, and performs some editorial corrections.
1. Text Proposal
The following changes are proposed to be applied to TR 23.700-91.
[bookmark: __DdeLink__575_2796048939]This contribution is related to Key Issues #7 Sol 61: Update; it solves two ENs, adds a new procedure for clarifying the usages of the TOPN parameter, and performs some editorial corrections.
6.0	Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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	Key Issues
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*** Start of the change ***
[bookmark: _Toc54770318][bookmark: _Toc54779670][bookmark: _Toc54786630][bookmark: _Toc55126584]6.61.7.1	Analytics Filter Information improvement
The improvement performs one change in the Analytics Filter Information part of the Observed Service Experience related network data Analytics ID. It adds a new parameter TOPN (1... max). This change allows the service consumer to target the top N applications that are experiencing the poorest service experience. In this case of the TOPN parameter is specified, the service consumer shall not include in the analytics filter information or in the NWDAF when collecting input data the Application-IDs.
The following new information is now part of the TS 23.288 [5] Table 6.4.1-1: Analytics Filter Information related to the observed service experience.

	Information
	Description

	
TOPN (1... max)
	Top N applications that are experiencing the poorest service experience; that are present in the internet traffic.

	NOTE 1:	If no TOPN is provided, the Analytics Filter information applies only to the provided Application ID in the Network Slice.
NOTE 2:  When TOPN is provided, a known service consumer that leverage the corresponding output is the PCF. 
NOTE 3:  When TOPN is provided, it applies for the (list of)SUPI(s) described in Table 6.4.2-2


[bookmark: _GoBack]*** End of the change ***


*** Start of the change ***
6. 61.7.5 Impacts on services, Existing Nodes and Functionality 
UPF:
· At least one UPF in the path of each PDU session shall have available the following KPIs
	Information
	Source
	Description

	Application IDs
	UPF
	Packet Detection information as defined per PDR in the UPF, see TS 23.501

	Average Round Trip Time UL/DL
	UPF
	Per Application ID as detected by the PDR. Only UPF to UE. for reporting period provided in the subscription by NWDAF.

	Average Packets Lost UL/DL
	UPF
	Per Application ID as detected PDR for reporting period provided in the subscription by NWDAF.

	Average throughput UL/DL
	UPF
	Per Application ID as detected in the PDR for reporting period provided in the subscription by NWDAF. Corresponds to the number of bytes counted per Application-ID during each timeslot; UL/DL corresponds to the counted bytes that are transmitted/received by the UPF toward/from the subscriber per Application. This measurement is the average throughput measured during the time slot

	Peak throughput DL/UL
	UPF
	Per Application ID as detected in the PDR for reporting period provided in the subscription by NWDAF. The estimation of the byte counting be in case that the speed of the data stream will stay constant at max speed during the time slot of measurement at the reporting period. 

	
	
	

	
	
	

	
	
	

	
	
	


NOTE:	How the information in table above is collected will not be defined in Rel-17.
*** End of the change ***

*** Start of the change ***
6. 61.7.6 Nwdaf Services Description
The following new information is added to TS 23.288 Table 7.1-2: Analytics information provided by NWDA


Table 7.1-2: Analytics information provided by NWDAF
	Analytics Information
	Request Description
	Response Description

	Observed Service experience information
	Analytics ID: Service Experience
	Observed Service experience statistics or predictions may be provided for a Network Slice or an Application. They may be derived from an individual UE, a group of UEs or any UE. For slice service experience, they may be derived from an Application, a set of Applications or top N applications that are experiencing the poorest service experience; that are present in the internet traffic, all Applications on the Network Slice.



*** End of the changes ***

*** Start of the change ***
[bookmark: _Toc54770320][bookmark: _Toc54779672][bookmark: _Toc54786632]6.61.7.3	Procedures improvement
They are performed changes in the clause 6.4.4 Procedures Figure 6.4.4-1 and steps descriptions. The purpose of this change is to include the part where the NWDAF receives Data available at the UPF.  It is also added the follow note
NOTE:	How NWDAF receives data available at UPFs is not defined in this specs.
The Figures 6.61.7.3-1, 6.61.7.3-2, 6.61.7.3-3 and respective description is added to TS 23.288 [5] 
[bookmark: _Toc19106300][bookmark: _Toc27823113][bookmark: _Toc36126584][bookmark: _Toc45171736]6.61.7.3.1 Procedures to request Service Experience for a Network Slice using TOPN information at the Analytics filter, with negative outcome prediction QoE will not become compliant with SLA. 




Figure 6.61.7.3-3: Procedure for NWDAF providing Service Experience for a UE or a group of UEs in a Network Slice using TOPN information via Analytics filter
This procedure is similar to the procedure in clause 6.4.5, with the following differences. 
Step 1. The consumer request TOPN information via Analytics Filter. To receive the TOPN applications together with the analytics outputs as described in clause 6.61.7.1
Step 3e. The NWDAF receives Application IDs and respective KPIs available at UPF see table 6.4.1-1, 6.4.2-2, application service experiences is estimated by NWDAF per Application ID to rank and report the TOPN Application-IDs having in account the Application IDs served by AFs
Step 5. NWDAF includes in the statistic/prediction outcome, the TOPN Applications ID experiencing the poorest service experience
Step 5.a. PCF to set up a trigger report and control the QoS of flows of background traffic Application as described in 23.503 clause 4.3.5

The following takes place when any SMF Notify to the PCF the Start detection of an application based on subscription in step 5.a

Step 6. SMF notify Start of application based on subscription in step 5.a. 
Step 7. Policy decision. PCF deploy SM policies to the SMF managing QoS based on step 6 to assure the QoE for UEs that their SLA is predicted will be compromised, or is being compromised due to one or more of reported TOPN Application-IDs

The following takes place when NWDAF Notify to the PCF with positive Outcome based on subscription in step 1

Step 8. Nnwdaf_AnalyticsSubscription_Notify
(estimated Service Experience including TOPN Applications ID experiencing the poorest service experience )
Based on subscription in step 1. With Positive outcome prediction QoE will become compliant with SLA
Step 9. PCF Remove PCC Rule to detect and report Application start/stop of background traffic

NOTE: All the SM PCFs present in the slice should initiate this procedure to manage the full PLM coverage 

*** End of the changes ***
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